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ARTIFICIAL INTELLIGENCE IN MILITARY STRATEGY:
NEW APPROACHES TO COMMAND MANAGEMENT

The article explores the transformation of military strategy, armed forces management, and combat operations
under the influence of artificial intelligence (Al) technologies. Key aspects of Al integration into the military sector are
considered, including its impact on decision-making processes, coordination of combat operations, and the development
of new forms of military confrontation. Special attention is given to analyzing practical Al application experiences in
modern conflicts, particularly during the Russian-Ukrainian war. Based on this experience, trends in the development of
military technologies and their impact on the future of military arts are identified.

The paper analyzes the approaches of leading countries in applying innovative technologies in the defense
sector, particularly the strategies of the USA, China, and others, in using Al in the military field. Ethical aspects and
potential risks related to implementing Al systems for automating military command and warfare are discussed. The is-
sue of maintaining a balance between the technological capabilities of AI and the need for human control over critical
decision-making in the military domain is addressed. The necessity of developing a hybrid approach to Al integration
into military management is justified, where Al serves as a decision-support tool rather than a fully autonomous combat
system. The importance of developing appropriate ethical norms and control mechanisms to ensure the responsible use
of Al in the defense sector is emphasized.

Keywords: military strategy, automation of military command, artificial intelligence, Russian-Ukrainian war,
military technologies, decision-making, ethics of war, military arts.
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HImyunuii inmenexkm y 6ilicbkogiii cmpamezii: HO6I ni0X00u 00 ynpaeiinna

Y ecmammi docnidoiceno pynoamenmanvuy mpancgopmayiio ilicbkosoi cmpamezii, YNpasiinHi 30pOUHUMU
cunamu ma eedents 60tosux Oiil nid GnIUEOM mexnono2iu wimyunozo inmenexmy (LL1). Ilpoananizoearno bazamogumip-
Hu echexm LU na cucmem Ha 0CHOBI WiMyUHO20 IHMENEKMY HA CYYACHE B0EHHE MUCMEYMBO — GI0 MAKMUYHUX DILUEHb
Ha noni 6010 00 cmpame2iuno20 NIAHY8ANHS BIIICbKOBUX onepayil. /locniodceno npasosi acnekmu 3acmocy8anhs cuiu
6 MIJICHAPOOHUX GIOHOCUHAX 8 YMOBAX BRPOBAOINCEHHS WNYYHO20 THMELEKMY, 30KPeMd NPOAHANIZ08AHO GUKIUKU OIS
mpaouyitinozo maymavennuss Cmamymy OOH ma dokmpunu camooboponu. Buceimueno npobnemamuxy 30epedcenms
banaucy Migc mexHoNOTUHUMU MOJNCIUBOCAMU WMYUHO20 THMeNeKmy ma (QyHOaMeHmanbHuUMU NPUHYURAMY MIdiC-
HapooOHO20 Npasa.

Pozenanymo cmpamezii nposionux depocag ceimy wo0o iHmeepayii wmy4Ho2o inmeiekmy y 6iticbkogy cghe-
py. Ilpoananizoearno amepukancokui nioxio, 30kpema npoepamu «Moszaiuna siuna» (Mosaic Warfare) ma O6’eonane
KOMAanOy8anus i ynpaeninius ecima oomenamu (JADC2), kumaiicbKy KOHYenyilo «iHmeieKmyanizoganol siiHu» ma po-

© Vadym Voloshchuk, Serhiy Banakh, Olha Kovalchuk, 2025

ISSN 2524-0129 (Print) / ISSN (2664-5718) (Online). AkTyanbHi npobnemn npaso3HascTea. 1 (41)/2025 69



Voloshchuk V., Banakh S., Kovalchuk O.
Artificial intelligence in military strategy: new approaches to command management

CIUCbKI pO3pOOKU aBMOHOMHUX cucmem 030poeHna. OKpemy y6azy npudileno NpakmuyHOMy 00C8I0Y 3ACMOCYBaAHMHS
LI 6 ymosax nognomacwima6bnoi sitinu Pocii npomu Ykpainu. Buceimneno pisHomManimui KoHyenyii 6e0eHHs IlHU 3
suxopucmanusam LI, maxi ax «2inepsitinay, «ancopummiyna GilHay, «Mo3aiuna 6itiHa» ma «NpocPamHo-6U3HAYEHA Gi-
tnay. Poskpumo cneyudixy 8UKopucmanus wmy4no2o inmenexmy 0st pO3nisHA8AHHS Yinel, 2e0npocmoposoi po3gioKu,
AHANI3Y He3awUpPOBaHUX KOMYHIKayil ma npomudii oe3ingopmayii.

Ilpoananizosano emuuni GUKIUKY MA NOMEHYIUHT pU3UKY MINimapuzayii wmy4Ho2o iHmenexkmy, 30Kpema He-
0e3nexy 3HUNCEHHs. NOPO2Y 3ACMOCYB8ANHSA GILICbKOBOI CUIU, OUCMAHYIIO8AHHS TIOOUHU 8I0 HACIIOKIE HACUTLCMBA Md
BUHUKHEHHSL «BOEH Modcausocmeily. OBIpYHMOBAHO HeobXiOHIicmb 2IOPUOHO20 NiOX00y 00 IHme2payii WmyuHo2o iH-
menekmy, 3a K020 mexnonozis € LII-cucmemu € nuwe incmpymenmom 05t RiOMPUMKY RPUUHAMMS PiuleHb THOOUHOTO.
Busnaueno xniouosi menoenyii nodanbuio2o po3eumky 8ilicbKogux mexuonozit Ha ocnosi LI ma ix eniue na mpamc-
gopmayiro kKonyenyiti 6e0eHHs GiliHIL.

Knrouogi cnoea: siticokoga cmpamezis, asmomamuzayisi ynpasiiHHsa GIUCbKAMU, WMYYHUL IHMENeKm, poCitl-
CbKO-YKPAIHCbKA GIiliHA, GIICLKOBI MEXHON0211, NPpUUHAMMS pilleHb, emuKa GiliHuU, GiliCbKOge MUCMEYMB0.

Statement of the problem. New technologies are changing the nature of modern warfare. The integration
of Al into military strategy is changing the very essence of operational effectiveness and strategic power of armed
forces around the world, opening a new era where digital intelligence becomes as important as physical strength.
One of the key questions is how Al can be used in developing military strategy and decision-making during combat
operations. Less explored, though more complex, is the question of whether integrating Al into military command
will change the roles currently performed by humans, or eliminate them. The main question is whether Al will
change the very nature of war — from its beginning, to the conduct of hostilities and conclusion, as armed conflict
is inherently an exclusively human phenomenon. Armed conflict has an organized nature, includes strategic
planning, use of technology and ideological justification, which confirms its uniqueness among social processes.
The impact of Al systems on the decision-making process regarding the initiation of military action creates a new
dimension in international relations and military law. The traditional «military calculation» is being transformed
under the influence of Al technologies, requiring a rethinking of established mechanisms of deterrence and checks
and balances.

The state of research of the problem. Despite the relevance of Al application in military affairs,
comprehensive scientific research on this topic is still lacking. Certain aspects of it have been examined in the
works of researchers such as G. Akhmametyeva, V. Zinchenko, O. Koppel, N. Loginova, O. Parkhomchuk, N.
Patseriya, O. Reshetnyak, A. Sokolov, O. Trofymenko, M. Khaustov, V. Khaustova, P. Chikunov and others. The
unprecedented scale of Al technology application in the conditions of the Russian-Ukrainian war, which has
turned into a testing ground for advanced military command systems, creates an urgent need for in-depth scientific
investigations aimed at systematizing the practical experience of using Al during combat operations and forming
scientifically grounded recommendations for its integration into Ukraine’s military strategy.

The research aims to analyze the transformation of military strategy, armed forces management, and
combat operations under the influence of Al technologies.

Presentation of the main research material. The legal basis for the use of force in international relations
is clearly regulated by the UN Charter. Article 2(4) establishes a fundamental prohibition on the use of force or
threat of force against the territorial integrity or political independence of any state. Legitimate exceptions are the
right to self-defense (Article 51) in case of armed attack and actions sanctioned by the UN Security Council to
maintain international peace (Article 42) [1].

However, the implementation of Al systems can significantly affect the assessment of prerequisites for
applying these exceptions. For example, Al can change the understanding of conditions necessary for the right to
self-defense through faster analysis of threats and potential attacks, the ability to preventively detect preparation
for attack, or assess the probability of success of defensive actions. This technology can influence the assessment
of non-obvious factors by predicting public reaction based on social media analysis, modeling economic
consequences of military actions, calculating potential losses with higher accuracy, predicting diplomatic reactions
of the international community, or assessing long-term reputational risks. Al-based systems can influence the
decision-making process by reducing the time needed for situation analysis, providing more detailed scenarios
of event development, reducing the impact of human factors and emotional aspects, and enabling simultaneous
analysis of multiple action variants.

A key issue becomes maintaining the balance between technological capabilities of Al and fundamental
principles of international law. There is a need to develop new international norms and standards that would
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regulate the boundaries of Al application in military planning, responsibility for decisions made with Al support,
mechanisms for verification of Al data and forecasts, and protocols for international control over Al systems used
in the military sphere. Al can significantly improve the process of analysis and decision-making regarding the
use of military force. It is important to ensure that these technological capabilities do not undermine the basic
principles of international law and do not lead to lowering the threshold for the use of force in international
relations. The implementation of Al systems significantly transforms the nature of tactical decision-making during
combat operations. The technological distancing of military personnel from the immediate battlefield forms a new
psychological and ethical dimension of conducting combat operations.

The implementation of Al in modern strategic military management radically transforms traditional
approaches to warfare, creating unprecedented opportunities and challenges. This technological revolution does
not simply improve existing military systems. It fundamentally changes the paradigm of military confrontation at
all levels. In the tactical dimension, Al provides the ability to conduct lightning-fast analysis of the combat situation
and make decisions with speed unattainable for human intelligence. Al systems are capable of processing large
arrays of data from various intelligence sources, creating an accurate picture of the battlefield in real time. At the
strategic level, the implementation of Al leads to the emergence of new forms of military potential. Autonomous
systems, predictive analytics, and machine learning are becoming determining factors of the military power of
states [2]. This prompts rethinking traditional concepts of deterrence and military advantage.

Global rivalry in the field of Al-based military technologies has become a defining factor of international
security in the 21st century. The world’s leading powers view Al development as a critical element in ensuring their
military advantage and geopolitical influence. The United States, recognizing the strategic importance of Al, has
integrated this technology into its long-term defense policy. The Third Offset Strategy, initiated by the Pentagon
in 2014, identified Al and autonomous systems as key components of future US military superiority. This strategic
line was further developed in the National Security Strategy of 2022. The strategy confirms the priority of Al
and aims to significantly increase investments in this area. It includes the development of new weapons systems,
improvement of command and control systems, and strengthening cybersecurity [3]. The US Navy launched its first
experimental, fully autonomous unmanned military vessel, “Sea Hunter.” This is a significant step forward in the
field of robotic warfare, which is increasingly becoming the foundation of the American strategy to counter China
and Russia. The ship is designed to search for enemy submarines. This autonomous vessel demonstrates how Al is
transforming naval operations, performing intelligence tasks and mine detection without human intervention [4].

The results of US Air Force tests, where Al achieved victory over an experienced pilot in a simulated
aerial combat, open a new page in the history of military aviation and combat application of Al. This achievement
goes far beyond a simple demonstration of technological capabilities [5]. In modern aerial combat conditions,
where decisions need to be made in fractions of a second, Al demonstrates impressive advantages. Algorithms
are capable of simultaneously analyzing a huge number of parameters — from target position and own position to
atmospheric conditions and weapons characteristics — and instantly selecting optimal tactics. The advantage of Al
over humans is obvious, however, it’s important to understand that it has a specific nature. Algorithms outperform
humans in highly specialized tasks that require lightning-fast reactions and processing of large volumes of data.
At the same time, human pilots maintain critical advantages in strategic thinking, adaptability to unpredictable
situations, and the ability to make complex ethical decisions [6]. The transition to autonomous control of combat
operations will likely be a gradual process, where Al systems will first provide support to pilots and then gradually
expand their role. The success of Al in aerial combat may become not just a technological breakthrough, but the
beginning of a fundamental transformation of military aviation and the principles of aerial combat as a whole.

Al is already being actively implemented in military operations, improving decision-making processes.
Programs such as Mosaic Warfare and Joint All-Domain Command and Control (JADC2) are aimed at using Al
to coordinate combat operations across different military domains, optimizing both strategic and tactical planning
[7]. Mosaic Warfare is a concept developed by the US Department of Defense agency DARPA (Defense Advanced
Research Projects Agency). It outlines the development of new technologies for use in the US armed forces [8; 9].
The concept involves creating a dynamic, adaptive system of warfare. In this system, various military units and
platforms can quickly reconfigure and interact. Al plays a key role in coordinating these elements, analyzing the
combat situation in real-time and suggesting optimal force deployment options. JADC2 is a US Department of
Defense initiative aimed at unifying the command and control systems of all armed services into a single network.
Al in this system helps process large volumes of data coming from various sensors and platforms. This approach
provides command staff with a complete picture of the battlespace and information support for making more
informed management decisions [10].
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Al-based systems use advanced machine learning algorithms for analyzing intelligence data and identifying
potential threats, optimizing logistics supply chains, planning routes and coordinating troop movements, predicting
enemy actions based on historical data and current situations, assessing risks, and modeling various scenarios
[11]. The use of Al in the military sphere also raises important ethical and security issues, including algorithm
reliability, protection against cyber attacks, and responsibility for decisions made. Therefore, the development
and implementation of such systems is accompanied by the creation of appropriate security protocols and ethical
standards. To adapt to a future dominated by Al, the Pentagon is also modernizing military training programs,
increasing awareness about Al so that the armed forces can effectively implement these technologies in their
operations [6].

China demonstrates a systematic approach to implementing Al systems in the military sphere through
the concept of «intelligentized warfare». This strategy, announced in 2019, involves deep integration of Al into
all aspects of military affairs — from logistics to combat operations. Chinese leadership views Al as a tool for
achieving military parity with the US and potential dominance in future conflicts [12]. The Russian Federation
is also actively developing military applications of Al, albeit with somewhat different emphases. The Russian
strategy focuses on developing autonomous weapons systems and electronic warfare tools using Al [13].

Russia’s full-scale war against Ukraine has become a testing ground for demonstrating AI’s potential
in automating military operations and its impact on transforming the art of warfare. The confrontation between
Ukraine and Russia is characterized as «the first full-scale drone war» [14]. Unmanned systems have changed
combat tactics and the strategic balance. This conflict is called «the first TikTok war», highlighting the role of social
media in covering events and information warfare [14], and a «technological war», emphasizing the importance of
cutting-edge technologies in the confrontation [15]. Technologies are changing the competitive advantage of small
countries against larger adversaries [16].

Al weapons systems are called «the third revolution in military affairs» after the invention of gunpowder
and the creation of nuclear weapons [17]. Although the nature of modern warfare has not yet changed, Ukraine is a
laboratory where the next form of warfare is being created. In this laboratory, Al systems are being refined. Future
wars will be wars with artificial intelligence. The experience of using Al in real combat conditions demonstrates
the need for accelerated development and implementation of such technologies in the armed forces to ensure
superiority in speed and quality of decision-making [14].

The modern world is experiencing a global arms race aimed at finding the best ways to use Al for military
purposes. In recent years, many visions of warfare using Al have emerged, receiving various conceptual names.
They are called «hyperwary — a form of warfare controlled by Al with minimal or no human decision-making
involvement [18], and «algorithmic warfare», in which autonomous systems and weapons independently begin
to choose their course of action based on the situation they find themselves in [19]. The Defense Advanced
Research Projects Agency (DARPA) proposed the term «mosaic warfare». This is a tactical term that combines
conventional platforms with unmanned systems to achieve advantages on the battlefield [20]. Recently, the term
«software-defined warfare» was introduced as part of a concept in which software is the decisive part of the
defense architecture necessary for effectively conducting next-generation warfare [21].

Al is actively used in systems that combine target and object recognition from satellite imagery. Among
all applications of Al during the war in Ukraine, it is most actively used for geospatial intelligence. The Russian-
Ukrainian war is the first conflict where Al-based facial recognition software is being used on a significant scale,
particularly for identifying Russian military personnel and combating disinformation. Al tools are also being
used to analyze unencrypted Russian radio communications. In the discussion about Al’s impact on military
strategy and decision-making, the key question is who makes better decisions — humans or machines. Innovative
technologies can reduce civilian casualties thanks to more precise targeting capabilities, however, decision-making
using Al can be just as erroneous as decisions made by humans. The risks of such errors can be excessive. The
implementation of Al technologies in the field of international security creates a dual effect. On one hand, Al
can significantly strengthen early conflict warning mechanisms, improve the accuracy of military operations, and
minimize collateral casualties. Al systems are capable of analyzing vast amounts of data to identify potential
sources of tension and predict conflict escalation, allowing for preventive diplomatic measures. However, there
are serious concerns about the potential negative consequences of Al militarization. In particular, the automation
of decision-making processes could lower the threshold for using military force and lead to «wars of opportunity»
— conflicts that begin due to excessive confidence in military-technological superiority. Additionally, distancing
humans from direct combat operations may cause psychological dulling of the perception of violence and its
consequences.
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The experience of the war in Ukraine significantly influences the development of military Al technologies
on a global scale. This is already leading to adjustments in military doctrines and armed forces development
programs in many countries. However, despite significant successes in Al application, the human factor remains
critically important. Experience shows that the greatest effectiveness is achieved by combined systems, where Al
supports human decision-making rather than completely replacing it.

Conclusion. Al integration in military operations represents a watershed moment in warfare evolution,
transforming traditional combat paradigms through enhanced decision-making capabilities, autonomous systems,
and predictive analytics. Major powers like the United States, China, and Russia are strategically prioritizing Al
development as a critical component of national security, with the Russia-Ukraine conflict serving as a real-world
laboratory for testing Al applications in combat conditions. While Al offers significant advantages in processing
battlefield data at superhuman speeds, improving targeting precision, and coordinating complex operations across
multiple domains, it simultaneously raises profound ethical and legal questions about the threshold for using force,
responsibility for decisions, and the need for human oversight in lethal operations. Future research should focus
on developing international norms and standards for military Al applications, balancing technological capabilities
with fundamental principles of international law, establishing verification mechanisms for Al data and forecasts,
and exploring combined human-Al systems that leverage the strengths of both while mitigating the risks of fully
autonomous warfare in an increasingly complex security environment.
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